Quick Start Guide

SC800

Version: 1.1

Due to regular upgrades of systems and products, ZKTeco could not guarantee exact consistency between the
actual product and the written information in this manual.
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Installation Environment

Please refer to the following recommendations for installation.
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KEEP DISTANCE AVOID GLASS AVOID DIRECT AVOID USE OF
REFRACTION SUNLIGHT ANY HEAT SOURCE
AND EXPOSURE NEAR THE DEVICE

Device Installation

(1) Stick the mounting template sticker to the wall and drill holes according to the
mounting template sticker.

(@ Fix the backplate on the wall using wall mounting screws.
(@ Place the device to the backplate.

@) Mount the device to the backplate with the security screws.
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Standalone Installation
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Recommended AC Adapter

1) 12V +10%, at least 3A.
2) To share the power with other devices, use an AC Adapter with higher current
ratings.



Ethernet Connection

Connect the device and computer over an Ethernet cable as shown in the figure:
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Default IP address: 192.168.1.201 IP address: 192.168.1.130
Subnetmask: 255.255.255.0 Subnet mask: 255.255.255.0

Tap on [COMM.] > [Ethernet] > [IP Address], then enter the IP address and tap on [OK].

Note: In LAN, the IP addresses of the server (PC) and the device must be in the
same network segment when connecting to the software.
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Note: 485A and 4858 can be connected to the Barrier gate or the 485 Reader,
separately, but cannot be connected to the gate and reader at the same time.



RS485 Connection
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Lock Relay Connection

The system supports Normally Opened Lock and Normally Closed Lock. The NO
LOCK (normally unlocked when power ON) is connected to
terminals, and the NC LOCK (normally locked when power ON) is connected to 'NC'

and'COM'terminals. Consider the following NC Lockasan example:

'NO' and 'COM'

1) Device not sharing power with the lock

2) Device sharing power with the lock
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New User Registration

Tap on the [M/OK] key to enter the main menu if the device is not set up with a super
administrator. Create a new user and set the User Role to Super Admin, then the
system requests for the administrator’s verification before entering the menu. It is
recommended to register a super administrator initially for security purposes.

Method 1: Registering on the Device:

Tap on [M/OK] > [User Mgt.] > [New User] to register a new user. There are several
options available, including entering the user ID, setting the user role and access
control role,and registering the card numberand password.

Main Menu User Mgt
New User
ON @
0 ~1users
UserMgt UserRole COMM.  System
(O oispiay styie
Personalz DataMgt Access  Attendanc
e Control e Search
New User User Role
User ID 1  Normal User
User Role Normal User O Enroller
Card Number O Super Admin
Password
Access Control Role
Enrol Card Number Enroll Card Number Password

Please swipe card Card Number1311129248
Please re-type the password
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Confim (OK) Cancel (ESC)



Method 2: Register on ZKBio Access IVS software:

Please set the IP address and cloud service server address in the Comm. Menu option
onthedevice.

Click [Attendance] > [Attendance Device] > [Device] > [Search Device] to search
the device on the software. Set the relevant server address and port on the device,
and the searched devices willbe displayed automatically.
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2. Click [Add] in the operation column, a new window will appear. Select Attendance
AreaandTime zone from each drop-downs and click[OK] to add the device.

Click [Personnel] > [Person] > [New] and fill in all the required fields to register a
new userinthe software.

4. Click [Attendance Device] > [Device] > [Control] > [Synchronize Software Data
to the Device] tosynchronize all the data to the device including the new users.

For more details, please refer to the ZKBio Access IVS User Manual.



Method 3: Register on the phone:

Once the ZKBio Access IVS software is installed, the users could enroll their face via a
browserapplication on theirown mobile phone.

Click [Personnel] > [Parameters], enter”http://Server address: Port”in the QR Code
URL bar. The software will automatically generate a QR code. Scan the QR code or

login onto “http://Server address: Port/app/v1/adreg” by the mobile phone to
registerusers.

Personnel ID
4835

First Name
Mike

Last Name

Last Name

2. The users will be displayed in [Personnel] > [Pending Review]. Click the [Review]
optionand assign adepartment, then click [OK] to successfully add the user.
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Ethernet and Cloud Server Settings

Tap on [M/OK] > [COMM.] > [Ethernet] to set the network parameters. If the TCP/IP
communication of the device is successful, the icon B will be displayed in the
upperright corner of the standby interface.

Tap on [M/OK] > [COMM.] > [Cloud Server Settings] to set the server address and
server port, example, the IP address and port number of the server after the software is
installed. If the device communicates with the server successfully, the icon a will be

displayedin the upperright corner of the standby interface.

Main Menu

oo@oe
User Mgt User Role b System
08C

Personaliz DataMgt Access Attendanc
e Control e Search

Comm,

© etemer
53 serial comm
B P comnection

Wi-Fi Settings

Note:

Comm.

Ethernet

53 serial comm
B Pc comnection
Wi-Fi Settings

() Cloud Server Setings
Cloud Server Settings

Server Address
110.80.38.74
Server Port
8088
Enable Proxy Server

HTTPS .
©

Subnet Mask

255.255.255.0
Gareway
192.168.163.1
DNS
0.0.0.0
TCP COMM.Port
4370

While pairing the device with ZKBio Access IVS / ZKBioTime8.0 software.
Server Address: Set as the IP address of the ZKBio Access IVS / ZKBioTime8.0 server.
Server Port: Set as the service port of ZKBio Access VS / ZKBioTime8.0.



Access Control

Tap on [M/OK] > [Access Control] to enter the access control interface and set
relevant parameters of access control.

Main Menu

UserMgt. UserRole  COMM.  System

Personallz  Data Mgt Attendanc
e e Search

Access Control Options

Slave Device
out
Ausdliary Input Configuration
Verity Mode by RS485
Card Only

Speaker Alarm

Attendance Sear

Access Control

Access Control Options

Time Rule Settings

) Holidays

Combined Verification

[ Anti-passback Setup

Anti-passback Direction

O Out Anti-passback
O In Anti-passback

O Infout Anti-passback

Verification hode

Password/C.
Door Available Time Period

Normal Open Time Period

Master Device

Duress Options

Alarm Delay(s)

Duress Password
None

Tap [M/OK] > [Attendance Search] to enter the Personal Record Search, then enter
theuserIDandtimerange to view the corresponding attendance record.

Main Menu

User ID

080

RoEmel GG Az
Control

Work Code  Autotest  System
Info

Personal Record Search

E

0 0943 0943 03:19 0319 0316
0918 09:17 03:17 0915 0315
09:11 0911 03:08 0306 03.08
0908

1028 Number of Records:24
17:2617:26 17:23 1723 17.06
17:06 17:08 17:02 17:02 17.01
17001700 17:00 1700 1759

Please Inputguery all data without input)

]

Confirm (OK) Cancel (ESC)

Personal Record Search

10-27 0343
10-27 0819
10-27 0843

10-27 0318
1027 0318
10-27 0817
1027 0817
10-77 1815

Time Range

Vesterday
This Week

Last Week

O|0|0O|O

This Manth



Device Type Settings

Tap on [M/OK] > [System] > [Device Type Settings] > [Device Type] to configure the
device type settings.

Main Menu System Device Type
Date Time
@
(D) ttendance O ACPUSH

User Mgt. UserRole  CONM

Personaliz DataMgt Access Attendanc
e Control e Search [0 securty setings

[E) card Management

Card Management

The device supports multi-card management function. Tap on [M/OK] > [System] >
[Card Management] to select required card type.

Main Menu

System Card Type
Date Time Eman02
@
(D) Anendance 13.56MtHz HID PROX

User Mgt. UserRole  CONM

00

Personaliz DataMgt Access  Attendanc
e Control e Search [ securty Setings

[ evice Type Settings

Card Type

125kHz FELICA

HID ICLASS

MIFARE

NFC P2P




Login WebServer

The configured network login allows the Webserver can remotely view the information
of the device (hardware, software, capacity, and data, etc), set up the system
(communication, access control, and system functions, etc.), add users and upgrade
the system.

Main Menu Comm. Ethernet

53 serial comm Ubnet Mask

255.255.255.0
Gateway
B Pc connection ¥

DNS

User Mgt User Role i system

192.168.1.1

WiFi Settings

0000
Personaliz DataMgt. Access  Aftendanc TCP COMM Port
e

T ASIE () cloud server setings .

1. Open a browser and enter the address https:// Serial IP Address:1443 to log in to
the WebServer, forexample: https://192.168.1.201:1443.

zK https : //192.168.1.201:1443/1 x4
€ 5 @ = fnups: /9218120403 |
zx  https : //192.168.14201:1443/
Q.  https : //192.168.1.201:1443 - Goolge - Search
i https : //192.168.1.201:1443/login.html - https : //192.168.1.201:1443/start.html|

z«  https : //192.168.1.201:1443/login.html - https : //192.168.1.201:1443/login.html

2. Enter the user name and password, the default user name is: admin, password:
admin@123.

& userhame

£ password




Note:

1. Afterloginfor thefirst time, users must reset their original password and
loginagain before they canuseit.

2. Toretrieve the password easily, please register a super admin first.

Forgot Password

Method 1 (When there is a super admin):

If you forgot the password of WebServer, the registered super admin can reset it for
you.

1. Click the icon on the login interface.

2. On the pop-up page, enter the relevant information of the super admin user as
prompted.

Admin verification

Please input admin user ID. 1 Enter super admin user id

Password L Enter super admin user possword

3. After a successful reset, enter the default account and password (account:
admin, password: admin@123) on the login interface to log in.



Method 2 (When there is no super admin):

If the network of the device is normal and ZKBio Access IVS / ZKBioTime 8.0 has
been connected, you can reset the password by sending the super admin account
and password from the server.

1. Click [Personnel] > [Person] > [New] on the ZKBio Access IVS / ZKBioTime 8.0
Server. After registering the information of the super admin, click Save and New.

New

[y b omsmmerinare +

First Name Last Name
Gender Mable Phone
Certfcate Type Certfcate Number
Birtnday Email

Hire Date Position Name

S

Somee T

< Access Control Time Attendance Elevator Control Plate Register Passage Setting FaceKiosk Personnel Detail >

Levels
General

[supenser |

[Fovee comrmtonrol Trammstaior 1

Extend Passage
Disabled
Set Vald Time

seestAl | UnselesiAl

[ o IEr

2. Click [Access] > [Device] > [Control] > [Synchronize All Data to Devices] to
synchronize all the data to the device including the new users. After the data
synchronization is successful, you can reset the password with the newly
registered super admin. The operation steps are the same as method 1.

Method 3:

Please contact our after-sales technicians for help in recovering the password, If the
device has not registered a super admin and cannot connect to the server.



Click the [All Users] on the WebServer to register a new user. User ID, name, password,
and card number must be entered, along with setting the user role and access control

role.

. |
ZKTzzo 0
System Info g
& Basic Info
Device Info
Device Capacity {’User jiv) 2
'
Firmware info i
| Name Mike
User Mgt. 1
1
| Rights Normal User v
All Users H
1
Advanced Sem } Password
1
'
comm 1 Card Number 1190130 Enter the
|
1
Cloud Service Setup 1 Access Control Role X . User Info.
\

Date Setup >
System
Serial Comm

Wiegand Setup

Access Control Options Online Registration

Device Management

Device Management
Update Firmware
Ghange Password
Operation Log

Download Firmware Logs
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